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Hakkimizda

Netcom Bilgisayar A.S. 1986 yilindan bu yana musterilerine ugtan uca
¢c6zumler sunmak Uzere faaliyetlerine devam etmektedir.
Sirketimiz Telekomunikasyon, Bilisim Teknolojileri, internet Servis saglayiciligi
(ISP), Distributorluk, Yazilim gelistirme ve Sistem entegrasyonu alanlarinda
hizmetler vererek simdiki kurumsal yapisini olusturmustur.

Netcom Bilgisayar A.S. Ankara, istanbul, Kayseri, Konya ve Ozbekistan ofisleri
ile hem ulusal hem de uluslararasi musterilerine gelismis, katma degerli,
surdurulebilir guvenli cézUmler ve hizmetler sunmaktadir.

Basta Savunma Sanayi, Enerji, Medya, Finans, Ulasim, Egitim ve Saglik
sektorleri olmak Uzere; kurum ve kurulusa Dijital Dontusum, Siber Guvenlik,
Bilgi Teknolojileri Alt Yapisi, Ag ve Guvenlik Cozumleri, Veri Merkezi, Bulut
Coézumleri, Makine Ogrenmesi, Yapay Zeka, Egitim Teknolojileri, Gavenli Sinav
Sistemi gibi bircok konuda hizmetler Gretmektedir.

Sirketimiz; Siber GUvenlik sektérunde ihtiya¢ duyulan web uygulamalari
zafiyet tarama ve raporlama Uruinu olan RAPPLEX'i, Ag ve Guvenlik alaninda
ITSWEEP Urunlerini gelistirmis ve sektérin hizmetine sunmustur.
Yerli ve Milli Urtn gelistirmeyi amaclayan Netcom AS. Bilgi Teknolojileri
alaninda Urunler gelistirmeye devam etmektedir.

NETCOM Turkiye'nin en énemli iletisim projelerinden olan TSK'nin TAFICS
(Turkish Armed Forces Integrated Communications System) projesinin
modernizasyonunu ustlenmistir.

Sirketimiz; Savunma Sanayi Baskanhdi Siber Kimelenme Uyesi olup,
Tesis GUvenlik Belgesine sahip sayil sirketlerden biridir.
Ayrica sirketimiz bir cok marka ile Devlet Malzeme Ofisi tedarikgileri
arasinda yer almaktadir. TUrkiye'nin éncu sirketlerinden olan
NETCOM uzman ve sertifikali kadrosuyla ¢calismalarina devam etmektedir.
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& Hizmetler

o Ag Fonksiyonlarinin Sanallastiriimasi

e Ag ve Guvenlik Sistemi Tasarim ve Danismanligi
e NAC ve 802.1X Cozumleri

e Ag Sistemleri ve Guvenligi

e VoIlP Cézumleri

e Kablosuz Ag CozUmleri

e Ag ve Log Yonetim Platformu

e DDoS

Sistem Cozumleri

e Sanallastirma Cozumleri

e PAM (Privileged Access Management)
e Hot Spot

e Yedekleme Sistemleri

Siber Guvenlik Cozumleri

e Web Application Security Scanner

e internet GUvenligi ve Antivirls GUvenlik CézUmleri
 SIEM

e DLP (Data loss prevention)

o Load Balancing and Web Application Firewall

e Tehdit istihbarat CoézUmleri
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AG FONKSIYONLARININ
SANALLASTIRILMASI

e Sanal Ag Kurulum ve Destek Hizmetleri
e Static ve Dinamik VLAN Kurulum ve Tasarimlari
o Sanal Firewall/IPS/IDS Kurulum Hizmetleri

Fortinet, Huawei Urunleri ile profesyonel kurulum ve destek
verilmektedir.

AL HuAawel  FEERTINET
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AG VE GUVENLIK 7\~

SISTEMI § Y=

TASARIM VE DANISMANLIK HiZMETLERI

Ag sisteminin modellenmesi ve kapsamli bir
sekilde pasif ve aktif cihazlarla tasariminin
gerceklestirilmesi, yuksek performansli ve
guvenli bir ag altyapisi olusturmak icin kritik
adimlardir. Bu sUrecte mevcut ve gelecekteki
ihtiyaclar dikkate alinarak agin verimli, esnek
ve surdurulebilir olmasini saglamak amaciyla
detayli bir analiz yapilmaktadir.

Projelerinizde ag tasariminin  yapilandirilmasi, kapsamli
analizlerin yapilmasi ve ihtiyaglariniza en uygun drunlerin
konumlandirilmasi  konusunda  profesyonel tasarm ve
danismanlik hizmeti sunulmaktadir. Her proje, mevcut
altyapinin degerlendirilmesi, performans gereksinimlerinin
belirlenmesi ve guvenlik onceliklerinin  gdéz &nunde
bulundurulmasi ile baslar., Bu suUre¢, sadece bugunun
ihtiyaclarina degil ayni zamanda gelecekteki buyume ve
teknolojik gelismelere de yanit verecek esneklikte ve
dayanikliikta bir ag yapisinin olusturulmasini saglar. Dogru
planlama ve uzman O&nerileri ile projelerinizin basarisi garanti
altina alinir.

netcom.com.tr




NAC VE 802.1X
COZUMLERI

NAC kullanici bazli ag tabanli erisim
kontroludur. Ag guvenliginin
saglanabilmesi icin kimlik
dogrulama yapan bir teknolojidir.
Ag altyapisinda kullanilan
cihazlarin ve kullanicilarin
denetimini saglayan bir hizmet
sunmaktadir.

RTINET.

L

Fortinet Urunleri ile 802.1X ve NAC guvenli alt
yap! kurulum hizmeti saglanmaktadir.

netcom.com.tr




AG SISTEMLERI

® w o

VE GUVENLIGI

Firewall, Antivirus, IDS, IPS, VPN, icerik Filtreleme, XDR, EDR,
Web guvenligi, Mail Guvenligi, Log ve Analyzer Urunleri ile
kurumsal guvenlik ¢ozimleri olusturulmaktadir.

Fortinet, Huawei, Trend Micro, Palo Alto Urunleriile ad
guvenlik ¢ozUmleri sunulmaktadir.

AL HuAWEl  Fi:RTINET

% TREND: “» paloalto
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internet yada veri hatlari Gzerinden ses ve géruntlyu tek bir
iletisim altyapisi Uzerinden tasimada ¢ézumler sunulmaktadir.

Draytek udrunlerinin kendini ispatlamis olan VolP teknolojisi
ile ses projeleri gelistiriimektedir.

DrayTek

netcom.com.tr




KABLOSUZ AG
COZUMLERI

Huawei Wi-Fi 7 Cozumleri

I[EEE 802.11be olarak da bilinen Wi-Fi 7, en yeni Wi-Fi standardidir.
Wi-Fi 6E'den bu yana 6 GHz frekans bandi desteklenirken, Wi-Fi 6E
hala Wi-Fi 6'ya dayandigi icin yeni frekans bandinin performans
artist sinirhidir.

Bunun yaninda 6 GHz frekans bandina ek olarak Wi-Fi 7;

Bant Genisligi Yukseltmesi, 4096 doértlu genlik modulasyonu
(QAM),

320 Mhz Bant Genisligi

Dusuk gecikme

Coklu Baglanti islemi (MLO) gibi cesitli yeni teknolojiler sunar.

Bunlar 2.4 GHz, 5 GHz ve 6 GHz frekans bantlarinin avantajlarini en
ust duzeye cikarmaya yardimci olur ve Wi-Fi 7'nin daha yuksek
veri hizlari, daha dusuk gecikme suresi ve daha yuksek guvenilirlik
saglamasina olanak tanir.

MWL Huawel  Fi:RTINET  DrayTek
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Opinnate " Gpinnate

NETWORK SECURITY POLICY
MANAGEMENT(NSPM)

Opinnate Network Security Policy Management(NSPM), analiz,
kural optimizasyonu ve otomasyon faaliyetleri yapmak icin
onde gelen guvenlik duvari saticilariyla entegre olabilen
kullanimi kolay bir politika yonetim Granudur.

istek ne kadar karmasik olursa olsun veya kac istek olursa
olsun politika degisiklikleri gercek yasam kullanim
durumlariyla kolayca islenebilir. Eksik noktalarin ne oldugunu
ve hangi eylemin gerceklestirilecegini gérmek icin guvenlik
duvarlarinizin risk degerlendirmesini her zaman yapmaniz
gerekmektedir. Mekanizma Opinnate'e 6zgudur ve sistem
performansi ve disk kullanimi ugruna yalnizca filtrelenmis
syslog verilerini toplar.

Opinnate NSPM, kurulusunuzun genel guUvenlik durusunu
gelistirmek i¢cin tasarlanmis analiz, optimizasyon, denetim,
raporlama ve otomasyon yetenekleri dahil olmak Uzere
kapsamli bir 6zellik paketi sunar. CozUmUmuzu kullanarak, ag
guvenlik politikalarinizi yonetmede degerli zaman ve emekten
tasarruf edebilirsiniz.

Denetime hazir

En iyi uygulama tabanli risk degerlendirmesi
Uygulamalarin gérunur hale getirilmesi
Sunucular icin kurallar kolayca kopyalama
Sifir-dokunuslu otomasyon

izin verici kurallari ydnetme

Geri bildirim génderme

.t Gpinnate
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HARPP DDoS Mitigator, APT seviyesindeki dinamik DDoS
saldirilarina karsi akilli bir kalkan olarak tasarlanmistir. DDI™
teknolojisi, 34+ data sensoru ve anomali motoruyla L3, L4 ve
daha karmasik L7 saldirilarini gercek zamanli analiz eder ve
temizler. AI/ML tabanl algoritmalar, musteri 6zelinde DDoS
korumasi sunar. Gelismis raporlama sistemi, diger siber
guvenlik sistemlerine degerli veriler saglayarak derinlemesine
analiz imkani saglar. AVS™ sistemiyle saldirilar grafiksel olarak
gorsellestirilir, hizh ve dogru mudahale gerceklestirilir.

Ayni zamanda esnek yapilandirma secenekleri, sistemin
aginiza kolayca entegre olmasini ve tehditlere karsi
ozellestirilebilir savunma katmanlari olusturmasini saglar.
HARPP DDoSMitigator, is surekliliginizi koruyarak online
varliginizi guvence altina alir.

HARPP DDoS Mitigator Urununu desteklemek icin, DDoS CERT
ekibi tarafindan 7x24x365 izleme, saldiri yatistirma ve olay
sonrasl raporlama gibi ek yonetilebilir servisler de IT
ekiplerinize operasyonel guvenlik ve sureklilik saglamak adina
sunulabilmektedir.

DDOSCERT 1 xppp

ddos mitigator
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RAPPLEX

WEB APPLICATION SECURITY SCANNER
(WEB UYGULAMALARI GUVENLIK TARAYICISI)

Rapplex web uygulama guvenlik tarayicisi, web sitelerinde
zafiyet taramasl ve raporlamasi yapan gelismis bir guvenlik
yazilimidir.

Otomatize bir ara¢ olarak kullanilabildigi gibi, manuel testler
yapmak isteyen pentester uzmanlari icin de hazir araglar
sunmaktadir.

Rapplex; web sitelerindeki SQL Injection, Cross-Site Scripting
(XSS) ve diger guvenlik aciklarinit hizli ve kolay bir sekilde tarar,
tespit eder ve raporlar.

Rapplex urunu ile profesyonel kurulum ve destek hizmeti
verilmektedir.

rRAPPLZX
netcom.com.tr rapplex.com
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INTERNET GUVENLIGI
VE ANTIVIRUS

Guvenlik Cozumleri

Vision One Platform (Trend Micro)
e Saldiri YUzeyi Yonetimi
» XDR (Genisletilmis Tespit ve Mudahale)
e Bulut Guvenligi

Uc¢ Nokta Guvenligi - EDR

Ag Guvenligi - NDR

Email Guvenligi

OT Guvenligi

Tehdit istihbarati

Guvenlik hizmetleri sunmaktadir.

Trend Micro ve IBM QRadar Siber guvenlik alaninda dunya
lideri olan UrUnlerdir.

Bu Urunler; kullanicilarin, aginizin, veri merkezinizin ve bulut

kaynaklarinizin Uzerinde meydana gelebilecek veri ihlalleri
ve saldirilari tespit etmek ve 6nlemek icin kullaniimaktadir.

DESTEK VERDIGiMiZ URUNLER

@ TREND! == .o

netcom.com.tr
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ANINIDOVNVIN LNIAT ANV NOILVIWHOLNI ALIAND3S

SIEM; kurum faaliyetlerinin durmasina yada aksatilmasina
firsat vermeden guvenlik tehditlerini algilamasi, analiz
edilmesi ve mudahale edilmesine yardimci olan bir ¢6zumdur.
SIEM; sistemi inceleme, erken tehdit tespiti ve olay

mudahalesine yardimci olmak icin gercek zamanli guvenlik
olayi analizi i¢cin kullanilmaktadir.

HiZMET VERDIGIMIiZ SIEM URUNLERI

SATINET. 1= ORadar Suf'e@

netcom.com.tr
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FortiSIEM; yapay zeka destekli olarak calisan,
varlik envanterini otomatik olarak olusturan ve
tehditleri hizla tespit edip yanitlamak icin son
teknoloji davranissal analizleri uygulayan gelismis
bir platformdur.

W3IS

Il
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Radar

IBM QRadar; durumsal farkindalik ve uyumluluk
destegi saglayan bir ag guvenligi yonetim
platformudur.

IBM QRadar Security Information and Event
Management (SIEM), guvenlik ekiplerinin kurulus
capindaki  tehditleri  dogru bir  bicimde
saptamasina ve bunlara oOncelik vermesine
yardimci olur.

Sueld

SurelLog SIEM'in gelismis tehdit algilama ve yanit yetenekleri,
kurulugslarin  siber saldirilara ve veri ihlallerine Kkarsi
korunmasina yardimci olur. Akilli korelasyon motoruyla, ileri
duzeyde algilama (Karmasik olay isleme ve akis) yetenegine
sahiptir.

Minimum duzeyde etkin gunluk  diski kullanimi
gereksinimlerinizi karsilamak Uzere 6zel olarak tasarlanmis
lider bir GUvenlik Bilgileri ve Olay Yonetimi (SIEM) ¢6zumuddar.
SureLog SIEM, minimum disk kullanimi ile isletmenizin
kaynaklarini verimli kullanirken, ayni zamanda yerel ve
uluslararasi regulasyonlara Ust duzey uyum saglar.

-Gelismis Algilama: CEP tabanli gercek zamanl analiz ve
anomali tespiti.

‘Verimli Kaynak Kullanimi: 40-100 kat sikistiriimis log
depolama ile dusuk maliyet.

-Otomasyon: TreatFusion ile kural yazmaya gerek kalmadan
akilli tehdit yonetimi.

LANIWIADVNVIN LNIAT ANV NOILVINHOENI ALIMNO3S

netcom.com.tr



Data Loss Prevention

DLP

DLP; kurumlarin kritik verilerini, proaktif bir sekilde
korunarak uctan wuca siber guvenlik saglanir. Riske
uyarlanabilir koruma ile gercek zamanli denetim
davranislari kontrol edilerek, veri kaybi henuz
gerceklesmeden dénlenir.

Forcepoint Data Loss Prevention

isletmelere kullanici deneyimini etkilemeden verileri
sezgisel bir sekilde kesfetme, siniflandirma, izleme ve
koruma imkani saglar.

rorcepoint

netcom.com.tr



Load Balancing And
Web Application Firewall

(Yik Dengeleme & Web Uygulamasi Giivenlik Duvari)

TR7 ASP, surekli gelisen ve yenilenen
ozellikleriyle yeni nesil Load Balancer, WAF ve
GTM (Geo Traffic Manager) cihazidir. TR7 ASP,
internet trafigini ¢ok sayida sunucuya
karmasik yuk dengeleme algoritmalari ile
dagitmanin yani sira, web sunucularinin
yogun trafik altinda bile c¢alisir durumda
kalmasini saglar.

TR7

Yuksek islevselligi saglamak icin 3. katmandan 7. katmana
kadar, ileri seviye sifreleme metodolojileri, dnbellekleme
(Caching), sikistirma (Compression) ve koruma ozellikleri ile
donatiimistir.

citrix.

Citrix Load Balancer, butunlesik bir web uygulama iletim
¢O6zUmu olup, L4-7 trafik yonetimi ile uygulama surekliligini
saglar. Entegre Web Application Firewall ozelligi ile
uygulamalarin guvenligini artirarak daha performansli ve
guvenli ¢alismasinda rol oynar.

Boylelikle, toplam sahip olma maliyetinin (TSOM) azalmasina
yardimci olur, kullanici etkilesimini optimize eder ve
uygulamalarin her zaman erisilebilir olmasini garanti altina
alir.

netcom.com.tr



TEHDIT ISTIHBARAT
COZUMLERI

ThreatMon'un misyonu, isletmelere dijital varhklarini dis
tehditlere karsi korumak amaciyla uzmanlar tarafindan
tasarlanmis kapsamli bir siber gtuvenlik ¢6zUmU sunmaktir.

ThreatMon, tehdit aktérlerinin gucunun temel &gesi olan
iletisimi kullanan uc¢tan uca bir istihbarat platformudur; temel
olarak tehditler icin bir erken uyari sistemi olarak islev gérur.

Under Cuber Wings

' ThreatMon
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Vmware Sanallastirma

e vSphere (Sunucu Sanallastirma) Ag ve Guvenlik sistemi Tasarim ve Danismanligi
e Horizon View (Masaustu ve Uygulama Sanallastirma)Ag Sistemleri ve Guvenligi

Sangfor Sanallastirma

e Kapsaml Bir Sanallastirma C6zumu

Citrix Sanallastirma

e Virtual App and Desktop (MasaUlstuU ve uygulama)
e Netscaler (Gateway, uzaktan erisim yazilimi/donanimi)

Huawei Datacenter Virtualization Solution

e Huawei Veri Merkezi Sanallastirma C6zumu



VMware Sanallastirma [RALNSISS

by Broadcom

VMware sanallastirma yazilimlari; bir makineye birden fazla
isletim sistemi kurulmasina olanak taniyan bir sanallastirma
platformu sunar. Capraz platform destegi sunmasi ve cesitli
isletim sistemleri tarafindan kullanilabilir olmasi énemli
ozelliklerindendir. VMware, sanallastirma  teknolojisini
kullanmak isteyenler i¢cin hem sunucu tarafinda hem de

kisisel bilgisayar tarafinda bircok yazilimin simule edilmesine
imkan tanir.

CIfrix.

Citrix; isletmelerin herhangi bir cihazdan, her yerden
uygulamalara ve masaustlerine guvenli erisim saglamasina
olanak taniyan sanallastirma ve uzaktan masaustu
¢cozumlerinin 6nde gelen saglayicisidir.

Datacenter Virtualization Solution .._\”/, HUAWEI

Huawei tarafindan Uretilen DCS ve ticari olarak kullanilan bir
sanallastirma ¢6zUmuddur. Sunucu ve konteyner
sanallastirmasi icin kapsamli bir ¢6zUm sunar.

ler

ozum

Sanallastirma
i

¢




HCI Sadece Bir Hipervizor Degil,
SANGFOR Kapsamli Bir Sanallastirma ve VDI

Cozumu

“Uretici Bagimsiz Sanallastirma - Geleneksel sanallastirma
¢cozumlerinde oldugu gibi tek bir Ureticiye bagimli kalmadan, acik ve
esnek bir altyap! sunar. Ozgur secim imkani saglayarak, isletmelerin
kendi donanim ve sanallastirma bilesenlerini belirlemesine olanak
tanir.”

- Butuinlesik Yapi — Sunucu, depolama, ag ve guvenligi tek bir entegre
¢c6zUmde birlestirir.

- Yerlesik Guvenlik — Entegre guvenlik sanallastirmasi ile tehditleri en
aza indirir, guvenli bir altyapi sunar.

- Yuksek Verimlilik ve Dusuk Gecikme - Geleneksel altyapiya goére
daha iyi kaynak kullanimi ve dusuk gecikme suresi saglar.

- Kolay Gegis - SCMT (Sangfor Cloud Migration Tool) ile mevcut
sanallastirma platformlarindan kolay gecis imkani sunar.

- Maliyet ve Yonetim Avantaji - Karmasik ve pahali sanallastirma
lisanslarina bagimhhgi azaltarak, isletmeler icin daha dusuk TCO
(Toplam Sahip Olma Maliyeti) sunar.

@ SANGFOR

Sangfor Hiper ButUnlegik Altyap::
Yeni Nesil Glivenli Sanallashrma

- Guvenli ve Merkezi Yonetim - TUm islemlerin merkezi olarak
yonetilmesine olanak tanir ve bodylece siber tehditlere karsi tam
koruma saglar.

- Esnek Calisma Ortami - Ofis, ev veya hareket halindeyken her
yerden guvenli ve sorunsuz erisim imkani sunar.

- Optimize Edilmis Performans - GPU hizlandirma ve akilli kaynak
yonetimi ile yuksek kullanici deneyimi saglar.

. Kolay Olceklenebilirlik - ihtiyaca gére kolayca genisletilebilir ve
isletmelerin buyumesine olanak tanir.

- Basitlestirilmis IT Yonetimi - Merkezi yonetim paneli sayesinde
isletmeler icin operasyonel yuku azaltir.



PAM
(PRIVILEGED ACCESS MANAGEMENT)
(Ayricalikh Erisim Yonetimi)

Ayricalikli erisim yodnetim sistemi (PAM), Kkritik
sistem kaynaklarina erisim kontrolu ve izleme
saglayarak siber tehditlere karsi tespit ve 6nleme
fonksiyonunu gercgeklestiren bir kimlik guvenligi
¢co6zumudar.

(& KEVCVTE

Ayricalikli Erisim Yonetimi (Privileged Access Management -
PAM), bir kurulusun kritik sistemlerine erisimi olan kullanicilarin
faaliyetlerini izlemek ve kontrol etmek icin kullanilan bir guvenlik
yonetimi yaklasimidir. KEYCYTE, tum kullanicilarin yetkilerini tek
bir arayuzden izlemenize, dUzenlemenize ve sinirlamaniza olanak
tanir. Ayrica KEYCYTE, bu ayricalikli erisimm hesaplarini kurulum
gerektirmeden, tum akilli cihazlarinizdan baglanarak tek bir
merkezi noktadan yonetmenizi saglar.

MIRKET

Mirket MFA, kullanicilara hesaplara veya uygulamalara erisirken
birden fazla ydntemle (6rnegin, telefona gelen bildirimi
onaylamak veya telefona gelen kodu girmek gibi) ek bir kimlik
dogrulamasi saglar. Bu sayede kullanicilarin gavenligini artirir ve
yetkisiz erisimlere karsi ek bir koruma sunar. Cok Faktorlu Kimlik
Dogrulama (MFA), isletmelere guvenligi artirarak ve hassas
bilgileri ve sistemleri korumaya yardimci olarak c¢esitli avantajlar
sunar.

Gelismis guvenlik, yetkisiz erisim riskinin azaltilmasi, kimlik avina
karsi koruma, uyumluluk gereksinimleri, kimlik hirsizhginin
azaltilmasi bu faydalardan bazilaridir.




APINIZER
APl Management Platformu

Apinizer APl Management Platformu

Modern dijital dunyada APl'ler, kurumlarin dijitallesme sureclerini
hizlandiran ve is suUreclerini optimize eden kritik bilesenler haline
gelmistir. Apinizer APl Management Platformu, kuruluslarin API
ekosistemlerini merkezi bir noktadan yonetmelerini, guvenli hale
getirmelerini ve oOlgceklendirmelerini saglayan kapsamli bir
¢O6zumdur.

Kurumsal seviyede APl Gateway, APl Guvenligi, Analitik, Hata
Yénetimi ve Performans izleme gibi gelismis 6zellikler sunan
Apinizer, kullanici dostu arayuzu ve kod gerektirmeyen yonetim
secenekleri ile teknik ekiplerin is yukUnu azaltirken, API sUreclerini
daha verimli hale getirir.

Kilit Ozellikler:

- Tam API Yasam Dongusu Yonetimi (API tasarim, versiyonlama,
izleme)

- YUuksek Guvenlik (OAuth2, JIWT, Rate Limiting, IP Whitelisting)

- Gercek Zamanli izleme & Analitik

- Esnek Trafik ve YUk Yonetimi

- Kod Yazmadan API Adaptasyonu

- Kubernetes Native Destegi

Turkiye'de buyuk olcekli kuruluslar tarafindan tercih edilen

Apinizer, finans, kamu, fintek, belediye gibi kritik sektorlerde API
yoénetimini kolaylastiran yerli ve yenilik¢i bir cézumdur.
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YEDEKLEME
SiSTEMLERI

Fiziksel ya da sanal sistemlerin veri kaybi riskini azaltmak veya
ortadan kaldirmak amaciyla dosyalari, uygulamalari, isletim
sistemlerini ve veritabanlarini yedeklemek icin gelistirilmis
yazillm platformlarndir. Gelismis 06zellikleriyle kullanicilara
onemli yedekleme secenekleri sunar.

veeAMm

Bulut, sanal ve fiziksel ortamlar icin guvenli veri yedekleme,
hizli ve guvenilir kurtarma ile veri koruma ¢ézumleri sunar.
Veeam, verilerinizi daha hizli kurtarmaniza yardimci olur ve
ihtiyac duydugunuz her yerde, istediginiz verileri guvenli ve
guvenilir bir sekilde geri getirmenizi saglar.

Veeam, veri kesintilerinden daha hizli kurtulmaniza yardimci
olup, isinizin durdurulamaz bir ivmeyle devam etmesine ve
ileriye tasimaniza imkan saglamaktadir.

Verilere ve siber dayanikliliga yonelik ¢igir acici yaklasimimiz,
isletmelere, ekiplere ve kuruluslara verilerinin her zaman, her
yerde korunduguna ve istedikleri zaman, istedikleri sekilde
erisilebilecegine dair guven vermektedir.

Veeam Veri Platformu

isletmenizin calismaya devam etmesi icin veri dayaniklihdini
guclendiriyoruz. En o6nemli varliginiz olan verilerinizi korumak,
yoénetmek ve guvence altina almak icin sinifinin en iyisi platformla veri
dayanikliligi stratejinizi tamamlayin.

Radikal Dayaniklilik

Misyonumuz, dunyadaki her sirketin yalnizca bir
kesintiden veya veri kaybindan toparlanmasina degil,
aynli zamanda ileriye sicramasina yardimci olmaktir.

Buna radikal dayaniklilik diyoruz ve musterilerimizin
bunu basarmasina yardimci olmak icin yenilikgi yeni

yollar yaratmaya takintiliyiz.




Vinchin Backup & Recovery ¥ J| _j'jz;ichil‘l

Tim Kritik is Yiklerini Tek Bir Cézimle Koruyoruz

Ozelbulut, genel bulut ve hibrit bulut ortamlarindaki 15'ten
fazla sanallastirma platformu, uygulama, bulut platformu,
Fizilsel sunucu, Veritabani, Nas cihazlari icin Coklu Ortamlar
icin Hizh, GUvenilir ve Saglam Yedekleme ve Kurtarma
saglayin.

V2V Migration Vinchin Hypervisior Platformlar arasi gecis;
Hibrit sanallastirma ortaminizda is surekliligini garanti etmek
icin V2V gecisi kullanilabilir, V2V gecisinin ¢alisma prensibi
basittir, konuk isletim sistemine araci kurulumu gerekmez,
Konuk isletim sistemine herhangi bir araci kurulumu
olmadan platformlar arasil gecis  veya kurtarma
gerceklestirmek icin kendi gelistirdigimiz VMCE (Sanal
Makine Capraz Platform Doénustirme Motoru) teknolojisi
kullanarak ¢oklu Hypervisior arasinda kolayca gecis saglaya
bilirsiniz.

100% Giivenilir VM Yedekleme Yuksek Performansh
Cézimii Yedekleme ve Felaket

Onde gelen sanallastirma .Kurt:irma. o
saglayicilari tarafindan onaylanmis Is Xukler|n|2| yerel olarak

) . degil, uzaktan ve hatta
olmasli, %100 kararl, guvenilir ve

. : bulut Uzerinden neredeyse
itibarh bir yedekleme yazilimidir. sifir is kesintisiyle koruyun.

Neden Vinchin Backup Recovery ?

Is SUrekliligi icin Anlik Kurtarma
LAN-Free Transmission

Microsoft Exchange Backup & Recovery
AWS EC2 Backup & Recovery g ==
Fiziksel Server Backup & Recovery -~
Surekli Sunucu Veri Korumasi (CDP)
Veritabani Backup & Recovery
Dosya/NAS Backup & Recovery /
Son Derece Verimli, Buyuk Hacimli Veri f
Yedekleme Ransomware Korumasi

Aracisiz V2V Tasimasi

Backup Node & Proxy Expansion '
Role-based Access Control

Data Visualization

Deduplication & Compression BitDetector
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Huawei OceanProtect

Yedekleme Depolama sistemi

Huawei OceanProtect Yedekleme Depolama sistemi sunucu ve
depolama bilesenlerini tekbir yedek depolama sisteminde sunar.
Sicak veriler icin hizli yedekleme-geri yukleme ve soguk veriler icin
sicak arsivleme uygulayan bir yedekleme ¢6zimudur. Saglik sektorq,
belediyeler, hukimet, finans, tasiyici ve Uretim sektorlerindeki zorlu
senaryolar i¢in guvenilir bir se¢imdir.

-Ustlin sahip olma maliyeti

-Yuksek uyumluluk

-Kullanim kolayhgi

-Aktif-Aktif gUvenilir mimari

-Akilli isletme ve bakim ve daha bircok uUstun 6zellikle hizli yedekleme
ve geri dénus hizmeti sunmaktadir.

Pl =
= [=_1re]

B Higher etficency with intslige 30 higher data methickion ratic Active-active achiteciure sappoits
D&M Fedlpves in sacmnds

Modeller;

OceanProtect X3000
OceanProtect X6000
OceanProtect X8000
OceanProtect X9000



AG VE LOG YONETIM
PLATFORMU

Gelismis izleme ve yonetim sorunlarini kolaylikla ¢ézmeye
yardimci olan sistem ve aglarin durum ve performanslarini
izleme ve ydbnetme imkani taniyan bir platform
sunulmaktadir.

Fortilogger, Huawei eSight, Huawei iMaster ve Solarwinds
cozumleri ile her buyuklukteki sistemin izlenmesi, yonetimi
ve hatalarin tespiti saglanmaktadir.

AL HuAwEl  FiERTINET

igf” SOLARWINDS
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Kablosuz ag baglantisi olan bir ortamdaki internet
baglantisinin diger kullanicilarla paylasiimasina izin veren bir
yetkilendirme sistemidir. Bulut ve yerinde (on-prem) calisma
imkani sunmaktadir.

iISwaep

Hotspot Software

HotSpot yazilimi; toplanti odalarinda, otellerde, ofislerde,
kafelerde, havaalanlarinda veya kampus gibi halka acik
alanlarda, guvenli ve kontrollG erisim saglayarak Wi-Fi
aracihigiyla kolaylikla internet erisimi sunmaktadir.

ltsweep Netcom tarafindan gelistirilmis bir hotspot
yazilimidir.

itsweep.com



Bulut Hizmetleri |
BULUTISTAN

Bulut teknolojisi, internet uzerinden bilgi, veri ve uygulamalari
paylasmayi saglayan bir teknolojidir. Bu teknoloji, yeniliklere daha
hizli ulasma, daha esnek kaynaklar ve daha olceklenebilir bir
calisma sekli sunar. Buluta gecis, temel olarak kaynaklarin son
kullanicl yerine Uguncu taraf bir saglayici tarafindan sahiplenildigi
ve yonetildigi anlamina gelir.

Multi Cloud Management

Birden fazla bulut hizmetini tek bir arayuzden yonetir.

Hybrid Cloud Management

Genel ve 6zel bulutlari birlestirir, veri depolamayi 6zellestirir.

Public Cloud Management

Genel bulut ortamlarini etkili ve guvenilir yonetir.

Database Management

Veri sureclerini organize eder, isletme verimliligini artirir.
Infrastructure as a Service (laaS)

Konteyner teknolojileri ile dlnya standartlarinda servisler sunar,
maliyetleri ve karmasikligi azaltir.

Platform As A Service (Paa$)

Uygulama gelistirme sureclerinde altyapl gereksinimlerini ortadan
kaldirir.

Storage as a Service

Uzun erimli veri saklama icin hiz, guvenlik ve ekonomik ¢ézumler sunar,
S3 protokollerini destekler.

Sanal Sunucu Hizmeti

Sanal sunuculari kiralar, veri merkezlerinde barindirir.

Docker Hizmeti

Uygulama gelistirme ve yénetimini kolaylastirir.

SAP S/4HANA

SAP operasyonlarini bulut altyapisina tasir, dlceklenebilir ve guvenilir.
SAP HANA Backup

Backup islemlerini ve raporlamalarini yonetir.

Felaket Kurtarma (Disaster Recovery)

Felaket durumlarinda sistemlerin eski haline getirilmesini saglar.
Backup as a Service (Baa$)

Verilerin duzenli yedeklerini olusturur ve depolar.

Database as a Service (DBaaS)

Veri tabanlarini fiziksel donanim veya yazilim kurmadan yonetir.
Container as a Service (CaaS)

Kapsayicilari ve uygulamalari yonetmenizi saglar.



Qulak

KCTEK Egitim Teknoloji A.S. tarafindan gelistirilen Qulak dijital
egitim sistemi, uzaktan egitim ve degerlendirme platformlarini
iceren yenilik¢i bir teknoloji platformudur. 2011 yilinda kurulan
KCTEK, dijital Universite, uzaktan egitim, guvenli sinav ve dijital rozet
sistemleri gibi bircok alanda ¢ézUmler sunar.

Dunya standartlarina uygun olarak gelistirilen bu platformlar,
kullanicilarin  guvenli sinavlar yapmasini saglar ve o6dgrenme
sureclerini dijital olarak yonetmeyi kolaylastirir.

ulak

Guvenli Goézetimli Sinav Platformu

Guavenli sinav yapmanin 6nemi, gunumuz online egitim dunyasinda
artmaktadir. KCTEK; Qulak gelistirdigi 6zel tarayici ile sinavlarin guvenli bir
ortamda yapilmasini saglar. Guvenli, gézetimli sinav tarayicilari, 6grencilerin
sinav esnasinda internet erisimini kisitlar, belirlenen web siteleri disinda
baska yerlere erisimlerini engeller ve sinav ortaminin ddrust ve adil bir
sekilde ilerlemesini temin eder.

Qulak; Apple ve Google Education partnerligi sayesinde bu cihazlar
kilitleme 6zelligi sunar. Ekran izleme, mikrofon ve kamera denetimi gibi
gelismis guvenlik onlemleriyle sinav surecini daha guvenli hale getirirken,
yapay zeka destekli gozetim teknolojisi ile anormal davraniglari tespit edip
raporlar.

Guavenli sinav Jrindmuaza Anadolu Universitesi, Kamu Gézetimi Kurumu,
Ankara TOMER gibi Turkiye'nin 6ncu kuruluslar aktif olarak kullanmaktadir.

Dijital Egitim Yonetim ve Akademi C6zimi

KCTEK tarafindan gelistirilen Dijital Egitim Akademisi projesi, egitim
dunyasinda adaptif 6grenme gibi yeni yaklasimlarla 6grenme sureclerini
desteklemektedir. Mikro kredi mimarisini destekleyen yapi ile Kurumsal
Akademileri Dijital Universitelere dénUsturmektedir.

Entegre adaptif 6grenme, bireysel 6grenme, canl sinif uygulamasi, webinar
uygulamasi, program yonetimi, sinif ve proje yonetimi, gorev ve oOdev
yénetimi gibi ézellikleriyle hibrit egitim sistemi sunar. OJrencilere bireysel
ogrenme hizlarina ve ihtiyaclarina goére icerik saglayarak kisisellestirilmis bir
egitim deneyimi olusturur.

qulak.com
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